Internet Security Guidelines

(Temporary Staff)

Employees using Company accounts are acting as representatives of the Company.  As such, employees should act accordingly to avoid damaging the reputation of the organization.

This policy applies to all employees and other persons (e.g. independent contractors, consultants, business partners, associates, temporary employees, representatives, suppliers, etc.) who may, during and subsequent to their employment or relationship with the Company, access the Internet.  Those parties will be referred to as “Apria Internet Users” in this policy.

The Internet system can be an effective means of obtaining information.  It is the Company’s intention to provide Internet access primarily for official Company business.  Use of the Internet must be authorized in advance by management.

Personal Internet use on the Company’s computer or lap top computer should be limited to before or after normal hours or during rest and meal periods.  Excessive personal use of the Internet during working hours is cause for disciplinary action, up to and including termination.

The Company reserves the right to establish guidelines and standards for appropriate use of the Internet.  The Company specifically reserves the right to modify, change or discontinue any portion of the Internet guidelines from time to time at its sole discretion.

Due to the risk of virus introduction into the company’s network, the Company does not allow the downloading of software applications, documents or files without prior management approval. Malicious tampering with any computer system is not allowed.  Any such activity will immediately result in disciplinary action, up to and including termination.

Examples of such websites include, but are not limited to the following:  pornography or sexually explicit images, racially offensive materials, websites depicting violence and any other material that may be construed as harassment or disparagement of others.  Any such activity will immediately result in disciplinary action, up to and including termination.

The data contained within Apria’s information systems and the reports generated by them are confidential and proprietary assets of the Company.  All users are prohibited from any activity that might cause loss or corruption of data and/or disclosure of sensitive information.

Apria reserves the right to institute preventative controls within its information systems to restrict user access and also to report any attempted unauthorized activity.  The Company also reserves the right to monitor communications over Apria Internet facilities and these communications, therefore, should not be considered private.

Transmission of any material in violation of the federal. or state regulation is prohibited.  This includes, but is not limited to, copyrighted material, threatening or obscene material or material protected by trade secret.  Use of Apria Internet facilities for private business or political lobbying is also prohibited.

Apria Internet Users should not download or implement any unlicensed or “pirated” software on Apria owned computer systems or networks.  Should such software be found, Apria reserves the right to delete it and the responsible parties will be subject to disciplinary action according to Company policy. 

IN WITNESS WHEREOF, the parties hereto have executed this Internet Security Guidelines as of the date listed below.
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CareerStaff Rx
_______________________________________________________

Signature
_______________________________________________________

Title

[Temporary Worker]
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Signature
